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Defense Information Infrastructure
Common Operating Environment

Home Page
Security & Privacy Notice:
Configuration Management . f i (D n-Line Databases, Submit Recuests)

(Documentation On-Line

Datebasos Submit Bemuosts ‘This site offers DIL COE final documents versions. The material can be downloaded o ordered from
atabases. Submt Requests)

the Configuration Management Reqest Library.
DIL COE Architect: ht o DIT E Architecture Oversight Group, f tion Review & Control Board and Technical
Working Groups

figursion
Contiol Bosrd and Techicdl The Architecture Oversight group (AOG), Configuration Review & Control Board (CRCB) and The

orong Crongs
S Technical Working Groups activities, documents, and other useful information are accessible from this
DII COE Data Emporium e -

o DI COE Data Emporinm
“This site contains data services infiastructure for the DI COE, which promotes information sharing,
interoperablity, and software reuse in a secure, reliable, global environment.

o DI COE Kemel Plaiform Compliance Program
‘The DI COE Kermel Platform Compliance (RPC) program provides criteria and a process for
certification of Posix based applications platforms as DIl COE Compliant

o DII COE Production Engineering
“This site contains information on releases, references, documentation, securiy, and ofher

DI COE Kernel Platform
Compliance Program

DI COE Production Engincering

DI COE Year 2000 Complisnce

Newsgrougs
miscellancous information for DI CO!
Sofiwwe Requirsment o DI COE Year 2000 Compliance
Speciioation Baseline The status of the COE kemels and information on the DIl COE Y2K testingis available from this
link.
BiefingsReports o Newsgroups
PR These Newsgroups are meant to help exchange information befween developers working directly on v
[&] Done [ [ memet ”

Defense Information Infrastructure Common
Operating Environment

htep://diicoe.disa.mil/coe

The Defense Information Infrastructure (DII) Common
Operating Environment (COE) is the Defense Information
Systems Agency's home page for all DII COE information and
operations. It includes documentation, on-line databases that
promote information sharing, interoperability and software
reuse, Kernel Platform Compliance information, security docu-
mentation and tools, links to 28 newsgroups to help exchange
information, and much more.

Defense Information Infrastructure Common Operating Environment (DIT COE) - Microsoft Intern -lofx|
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D o estitats Home Search Contact Us _Sit Map. What's Now
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pRODUCTS s Defe_nse Information Infrastructure Common Operating
Environment (DIl COE)
Technology Software Technology Review
Review
New
Overviews Atvanced
.
Descriptions
S
Teshmnay We recommend as prerequisite

reacting for this technology description.

The Defense Information Infrastructure (I1) Gommon Operating Enviranment (GOE) was
& ceveloped in ate 1998, DIl GOE was designed ta eliminate cuplication of development (in areas.

Ingexes Such as mapping, track management, and communication interfaces) and eliminate design

incompatibilty amang Department af Defense (DuD) systems. Ganceptually, the GOE i tesigned

EEEAEL S o et ahd o g U poveh soutons e corn
functiority, rather than deveioping Systems from “scratoh” every time. The purpose of DIl GOE is
1o field systems with inreasin ; ; . and operational capabilty,
Enginering  whils recioing Gevelopment time, tschnical obsolescence, training eguitements, and lfe oycle
information oot
Repository
EER) DIl GOE reuses proven software components contributed by servicss and pgrams 1o provice
comman Gommand, Control, Gommuricatian, Gomputer and Inteligence (GAI) functions. For mare
cetails on DIl GOE sse the Defence information Infrastriatur (D4 Gommon Operating -
5] [ [ [@ emet ”

SEl Defense Information Infrastructure
Common Operating Environment
www.sei.cmu.edu/activities/str/descriptions/diicoe body.html
The Software Engineering Institute's Defense Information
Infrastructure (DII) Common Operating Environment (COE)
is a software technology review. It includes the purpose and ori-
gin of DII COE, technical detail, usage considerations, maturi-
ty, costs and limitations, and more.

DOD Integrated Digital Environment Web Site
heep://ide.dsme.dsm.mil/default.htm

The DoD Integrated Digital Environment (IDE) Web site was
developed to help program managers establish “a data manage-
ment system and appropriate digital environment that allows
every activity involved with the program throughout its total
life-cycle to exchange data digitally...” according to a 2 July
1997 memo from Deputy Secretary of Defense White. It

30 CROSSTALK The Journal of Defense Software Engineering

includes OSD and Tri-Service Information, IDE resources,
information, and pilots.

Open Source Software
www.computerbits.com/gateway/opensource/htm

The Open Source Software site is a listing of open source links
to applications, BSD Unices, file archives, Linux, and news and
views resources. It is a part of Computer Bits, an Oregon com-
puter information magazine.

TechWeh

www.techweb.com/tech/net mgt

TechWeb provides a look dt news and information created by
InformationWeek, InternectWeek, and Network Computing,
the three main print and online properties in CMP Media's
Business Technology Group. The site contextually links related
news, reviews, analysis, opinion, research, and conference offer-
ings from all its sites. Mini-home pages cover each of seven key
categories: E-business, Business Applications, Mobile &
Wireless, Networking, Security, Network & Systems
Management, and Services & Outsourcing.

Global Command and Control System
heep://gecs.disa.mil/gees

The Global Command & Control System (GCCS) is the
nation's premier system for the command and control of joint
and coalition forces. It incorporates the force planning and
readiness assessment applications required by battlefield com-
manders to effectively plan and execute military operations. Its
Common Operational Picture correlates and fuses data from
muldple sensors and intelligence sources to provide warfighters
the situational awareness needed to be able to act and react deci-
sively. It also provides an extensive suite of integrated office
automation, messaging, and collaborative applications. This
Defernse Information Systems Agency's Web site features
GCCS topics on developer guidance checklist and tools, fre-
quently asked questions, documentation template, reference
material, training and more.
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JSoecE | (A TOP OF THE NEWS

NEWS CHANNELS A SRAM soft errors cause hard
=

I network problems

]

{ Networking equipment is growing increasingly susceptible to
soft errors — nonrecoverable, temporary misfires that can
play havoc with things like traffic destinations — as chip and
rs pile on SRAM to boost performance. MORE)

Planetary
shift
LATEST HEADLINES Weekly View -

Synplicity uparades ASIC partitioning tool

China foundry bedins to equip 8-inch fab

Taiwan slides into recession as IT exports dip
Bluetooth a no-show as 802.11b clicks at Rawcon
M'soft offers version 2 of Windows CE for test
Magma gets §25M funding boost, eyes IPO

Optics, ion en route
Sequence files suit against Simplex
National takes real-time tack

KN

EETIMES

WWWw.eetimes.com

EETIMES claims to be the technology site for engineers and
technical management. This on-line news center reports on the
latest headlines in semiconductors, systems and software, design
automation, and technology. It also includes departments, spe-
cial reports, calendar of events, a product of the week, and
more.
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